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ROCK ISLAND ARSENAL  (JEDMICS/HPIT1) 
 

REQUEST FOR LOGON ID/PASSWORD REQUEST 
 

AR 380-19  (See Privacy Act Statement on Page 2) 
 

Part I – To Be Completed By Requesting Organization 
_____________________________________________________________________________________ 
1. Request is: (  )  New (  )   Change        (  ) Cancel 
2. Requester is: (  )  DoD Civilian       (  ) DoD Contractor    (  )  Military 
3. Name of Requester (printed)  ______________________________________________ 
4. For Name Change, (Enter Name as Changed) __________________________________ 
5. Requester’s   OFC  SYM  __________________________________________________ 
6. SSN _________________________________ Building Number____________________ 
7. Phone Number      (  ) Local (  )  DSN _____________________________ 
8. Address _____________________________________________ 
9. E-Mail Address __________________________________________________ 
10. Job Title / Grade __________________________________________________ 

 
 
11. For DoD Contractor  (All information must be provided) Company Name / Address / 

Phone  __________________________________________________________________  
________________________________________________________________________   
Contract Number __________________________ Exp. Date ______________________   
Contract Officer Representative:  Name/Phone/OFC SYM  ________________________  
________________________________________________________________________ 
Attachments:  Excerpt from Scope of  Work  (directly out of contract), Clearance Letter  
(Signed by Facility Security Manager)  Stating:  Requester’s name,  Social Security 
number,  clearance level,  clearing agency and date of clearance granted. 

12. Access Request  (Check applicable item (s) )                                                                                                                                                    
(  )   JEDMICS (  )  HPIT1                                                                                                                  
(  )   Limited Rights  (See line 14.  Access to this data requires a clearance and a detailed 
justification signed by the supervisor)                                                                                                   
(  )   Other  (Specify) ______________________________________________________   
________________________________________________________________________ 

13. Justification for Requested Access __________________________________________ 
________________________________________________________________________ 
________________________________________________________________________ 

14. Justification for Requesting Access to Limited Drawings                                                                    
If applicable,   (List Scope of work, including specific weapons (Example M16, M60, 
etc.) you are working on), and the time frame you require access. ___________________  
________________________________________________________________________                                                     
________________________________________________________________________                               
Supervisors  Signature:  ______________________________________________      
                                                                                                             

15. Signatures   (All blanks must be completed)                      
Requester_____________________________________________  Date _____________ 
Terminal Area Security Officer  (include ISSO appointment memorandum) ISSO’s 
Name/Title/OFC/Phone   (printed) 
________________________________________________________________________                                                   
ISSO’s  Signature _________________________________________  Date _________________  
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Part II  To Be Completed By Security Office 
 

1. Security Clearance Verification:  The requester is certified as: 
 (  ) No Clearance       (  ) Secret    (  ) Interim  (Expires: _______) 
 Performing Agency/Expiration _____________________________________________  
 Verified By:  __________________________________________  Date:  ___________ 
 
2. Security Investigation:                                                                                                                           

______(Yes/No)  Security Investigation has been favorably completed for the above 
named individual, and no disqualifying information has surfaced since the investigation 
was conducted.                                                                                                                
Type of Investigation: ________________________Date of Investigation _________ 
Investigation Agency: ___________________________________________________                                                                    
_____________________________________      __________________________                     
Security Officer – Printed                              Signature                                                                                                                    
____________        __________________________     ________________                                                              
Phone  -  DSN       Phone – Commercial                       Date                     

 
 

Part III Requester’s Acknowledgement Statement 
(To be completed by the requester named in part I) 

 
1. I hereby acknowledge personal receipt of the Login ID and Passwords (s), for the 

Jedmics System.  I realize that I am personally responsible for any activities in the system 
accountable to my Login ID and Password.  I will not allow my password to be used by 
another person, nor will I allow others to “piggy-back” on my session.   I will abide by 
the provisions of AR  380-19 and, if my password is one providing access to defense 
information, of AR 380-5.  In the event my password is lost, forgotten, or I suspect it has 
been comprised, I will report immediately to my Terminal Area Security Officer (TASO) 
or the Information Systems Security Officer  (ISSO) for Jedmics for resolution.  

2. If given access, I take responsibility for safeguarding the information and insuring that 
any documents that have been printed will be properly destroyed upon completion.          ( 
DOA Doc.# AR 380-5) 

 
 

Non-Disclosure Of Contractor Proprietary and Limited Rights Data 
 
Under 18 U.S.C 1905, if an officer or employee of the United States publishes,  divulges, 
discloses or makes known in any manner or to any extent not authorized by law any information 
coming to him/her in the course of employment or official duties and the information concerns or 
relates to the trade secrets, processes, operations, style or work or apparatus or confidential 
statistical data or any person, firm, partnership, corporation, or association, then he/she shall be 
fined up to $1,000 or imprisoned up to one year, or both; and shall be removed from office or 
employment.  
 
I ____________________  (Applicant) have read and understand the above stated restrictions and 
penalties which apply to the authorized released of proprietary and limited rights data and hereby 
agree to refrain from the above stated unlawful conduct. 
 
Signature___________________________________________ Date ______________________ 
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Date Required by the Privacy Act of 1974 
Title of Form:  Request for Assignments of Login id(s) and Password (s) 

Prescribed Directive:  AR 380-19 
 
1. Authority:   Title 10, USC,  Section 3012 (g) 
 
2. Principle Purpose (s):         

 A. Social Security Number is required as a unique code for identifying 
interactive customers of Data Processing Activity (DPA) 329B, Data processing 
Installation (DPI) T201.        
 B  To provide readily accessible data for updating on–line and manual Customer 
files. 

 
3. Mandatory or voluntary disclosure and effect on individual not providing 

information:  
             Social Security Number required for positive identification of request and enable retrieval 

of data from automated files concerning the individual’s computer access privileges.  
Failure to furnish information may result in denial of service.                                              
           
        


